TO: All MS-ISAC Members and Partners

DATE: September 1, 2020

SUBJECT: Activity Alert (AA) - Technical Approaches to Uncovering and Remediating Malicious Activity - TLP: WHITE

On September 1, 2020, a joint advisory based on collaborative research from Australia, Canada, New Zealand, the United Kingdom and the United States was released on the US-CERT website as Activity Alert AA20-245A. This advisory highlights technical approaches to uncovering malicious activity and includes mitigation steps according to best practices. The purpose of this report is to enhance incident response among partners and network administrators along with serving as a playbook for incident investigation.

The details of the information can be found in the Activity Alert found at the US-CERT link below:
https://us-cert.cisa.gov/ncas/alerts/aa20-245a
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